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HiPAA:-Training-Handbook:for:the;Pharmacy Staff

Helpful hints fo use when
working with computers

* Review our organization’s policies on using
computers
¢ Never use our e-mail system for personal purposes

» Never share or open attached files from an unknown

source

* Always double-check the address line of an e-mail

before you send it

¢ Don't share your password or log in to the computer

system with someone else’s password

* Always keep computer screens pointed away from the

public

¢ Choose a password that contains a combination of

letters and numbers
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HIPAA TrainingjHandbook:for-the:Pharmacy:Staff

Final exam

True or false?

1. The criminal penalties for improperly disclosing pro-
tected health information (PHI) can include fines of
up to $250,000 and prison sentences of up to 10
years.

2. Only employees who need access to patient
records have to worry about protecting patient pri-
vacy and confidentiality.

3. Confidentiality protections cover not only a pa-
tient’s health-related information, such as current
medications, but also information such as address,
age, Social Security number, and phone number.

4. Any employee who violates the pharmacy privacy
policy is subject to punishments up to and includ-
ing termination.

5. Pharmacies must obtain authorization from patients
before selling their names and addresses to a drug
company.
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Multiple choice

6. How long does a pharmacy have to respond to a patient’s
request for an amendment to PHI?

a. 15 days c. seven days
b. 60 days, with a possible d. 120 days
30-day extension

7. Your brother is worried about a friend’s health. He asks you
to find out whether the friend is taking any medications.
What should you do?

a. ask the rest of the pharmacy staff whether they know any-
thing about your brother’s friend’s health

b. log in to the computerized record system and read the patient’s
medication record to find information for your brother

c. explain that it’s a violation of the patient’s privacy for you to
look up his record, and suggest that he call one of his friend’s
family members

d. none of the above

8. Under what circumstances are you free to repeat to others
PHI that you hear on the job?

. after you no longer work at the pharmacy
. after a patient dies

. only if you know the patient won’t mind

. when your job requires it

o 0O T o

©2003 HCPro, Inc. Unauthorized duplication is prohibited. 31



HIPAA TrainingjHandbook:for-the:Pharmacy:Staff

9. What should you do if you suspect someone is violating
the facility’s privacy policy?

a. nothing, it's none of your business

b. watch the individual involved until you have gathered solid
evidence against him or her

c. report your suspicions to the privacy official or your supervi-
sor, as outlined in the facility privacy policy

d. tell your coworkers so that they can keep an eye on the
employee

10. When is the patient’s authorization to release information
required?

a. in most cases in which patient information is going to be
shared with anyone for reasons other than treatment, pay-
ment, health care operations, or other disclosures permitted
by HIPAA

b. at the patient’s first visit to the pharmacy

c. when patient information is to be shared among two
pharmacists

d. when patient information is used for billing a private insurer

11. Which of the following is PHI protected under HIPAA?

a. the patient’s medical conditions and disease states
b. the patient’s allergies

c. the patient’s medication list

d. all of the above

32
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12. Which of the following types of individually identifiable
health information does HIPAA'’s privacy rule protect?

a. patient information in electronic form

b. patient information communicated orally
c. patient information in paper form

d. all of the above

13. Who should receive a copy of your pharmacy’s notice of
privacy practices?

a. all customers b. anyone who requests a copy
c. both aand b d. none of the above

14. What is the effective date of the HIPAA privacy rule?

a. April 14, 2003 b. April 14, 2004
c. January 1, 2004 d. August 1, 2003

15. Which of the following is a method for protecting patients’
privacy?

a. turning computer screens away from public view

b. lowering your voice when discussing the details of a
prescription

c. shredding paper that contains patient information

d. all of the above

16. What is the maximum penalty for selling patient informa-
tion in violation of HIPAA?

a. one year in prison and a $1,000 fine
b. 10 years in prison and a $250,000 fine
c.a $100 fine

d. five years in prison

©2003 HCPro, Inc. Unauthorized duplication is prohibited. 33
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17. Which of the following is an acceptable reason to deny a
patient’s request to amend his or her PHI?

a. The PHI is not part of the designated record set.

b. The PHI is accurate and complete.

c. The pharmacy did not originally create the PHI, and the
provider organization that did create it is available to
respond to the request.

d. all of the above

18. How often does HIPAA allow a patient to receive an
accounting of disclosures free of charge?

a. every 12 months b. every six months
C. every two years d. as often as the patient wants

19. Which of the following disclosures of PHI requires an
authorization?

a. to a coroner or medical examiner

b. to an organ procurement organization to facilitate organ or
tissue donation

c. to a pharmaceutical company for marketing

d. to law enforcement official for reports of suspected abuse

20. When should you share your password?

a. when your coworker forgets his or her password
b. never

c. when you know you can trust the person

d. when it will save time

(Sign your name on the above line if you have completed this quiz.)

34
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